DISCLAIMER
This document has been prepared by Iberdrola, S.A. exclusively for use during the presentation “Capital Markets & ESG Day” on November 9, 2022. As a consequence thereof, this document may not be disclosed or published, nor used by any other person or entity, for any other reason without the express and prior written consent of Iberdrola, S.A. Iberdrola, S.A. does not assume liability for this document if it is used with a purpose other than the above. The information and any opinions or statements made in this document have not been verified by independent third parties; therefore, no express or implied warranty is made as to the impartiality, accuracy, completeness or correctness of the information or the opinions or statements expressed herein. Neither Iberdrola, S.A. nor its subsidiaries or other companies of the Iberdrola group or its affiliates assume liability of any kind, whether for negligence or any other reason, for any damage or loss arising from any use of this document and financial statements prepared under IFRS. Neither this document nor any part of it constitutes a contract, nor may it be used for incorporation into or construction of any contract or agreement. Information in this document about the price at which securities issued by Iberdrola, S.A. have been bought or sold in the past or about the yield on securities issued by Iberdrola, S.A. cannot be relied upon as a guide to future performance.

IMPORTANT INFORMATION
This document does not constitute an offer or invitation to purchase or subscribe shares, in accordance with the provisions of (i) the restated text of the Securities Market Law approved by Royal Legislative Decree 4/2015, of 23 October; (ii) Regulation (EU) 2017/1129 of the European Parliament and of the Council, of 14 June 2017, on the prospectus to be published when securities are offered to the public or admitted to trading on a regulated market, and repealing Directive 2003/71/EC; (iii) Royal Decree-Law 5/2005, of 11 March; (iv) Royal Decree 1310/2005, of 4 November; and (v) their implementing regulations. In addition, this document does not constitute an offer of purchase, sale or exchange, nor a request for an offer of purchase, sale or exchange of securities, nor a request for any vote or approval in any other jurisdiction. The shares of Iberdrola, S.A. may not be offered or sold in the United States of America except pursuant to an effective registration statement under the Securities Act of 1933 or pursuant to a valid exemption from registration. The shares of Iberdrola, S.A. may not be offered or sold in Brazil except under the registration of Iberdrola, S.A. as a foreign issuer of listed securities, and a registration of a public offering of depositary receipts of its shares, pursuant to the Capital Markets Act of 1976 (Federal Law No. 6,385 of December 7, 1976, as further amended), or pursuant to a valid exemption from registration of the offering. This document and the information presented herein was prepared by Iberdrola, S.A. solely with respect to the presentation “Capital Markets & ESG Day” on November 9, 2022. The financial information contained in this document has been prepared and is presented in accordance with the International Financial Reporting Standards (“IFRS”). In addition to the financial information prepared under IFRS, this presentation includes certain alternative performance measures (“APMs”), for the purposes of Commission Delegated Regulation (EU) 2019/979, of March 14, 2019 and as defined in the Guidelines on Alternative Performance Measures issued by the European Securities and Markets Authority on 5 October 2015 (ESMA/2015/1415es). The APMs are performance measures that have been calculated using the financial information from Iberdrola, S.A. and the companies within its group, but that are not defined or detailed in the applicable financial information framework. These APMs are being used to allow for a better understanding of the financial performance of Iberdrola, S.A. but should be considered only as additional information and in no case as a substitute of the financial information prepared under IFRS. Moreover, the way Iberdrola, S.A. defines and calculates these APMs may differ from the way these are calculated by other companies that use similar measures, and therefore they may not be comparable. Finally, please consider that certain of the APMs used in this presentation have not been audited. Please refer to this presentation and to the corporate website (www.iberdrola.com) for further details of these matters, including their definition or a reconciliation between any applicable management indicators and the financial data presented in the consolidated financial statements prepared under IFRS. This presentation does not contain, and the information presented herein does not constitute, an earnings release or statement of earnings of Avangrid, Inc. (“Avangrid”) or Avangrid’s financial results. Neither Avangrid nor its subsidiaries assume responsibility for the information presented herein, which was not prepared and is not presented in accordance with United States Generally Accepted Accounting Principles (“U.S. GAAP”), which differs from IFRS in a number of significant respects. IFRS financial results are not indicative of U.S. GAAP financial results and should not be used as an alternative to, or a basis for anticipating or estimating, Avangrid’s financial results. For financial information regarding Avangrid, please visit its investor relations website at www.avangrid.com and the Securities and Exchange Commission (“SEC”) website at www.sec.gov. This document does not contain, and the information presented herein does not constitute, an earnings release or statement of earnings of Neoenergia S.A. (“Neoenergia”) or Neoenergia’s financial results. Neither Neoenergia nor its subsidiaries assume responsibility for the information presented herein. For financial and ESG information regarding Neoenergia, please see the Neoenergia’s investor relations website at www.n.neoenergia.com and the Brazilian Comissão de Valores Mobiliários (“CVM”) website at www.cvm.gov.br.
FORWARD-LOOKING STATEMENTS

This communication contains forward-looking information and statements about Iberdrola, S.A., including financial projections and estimates and their underlying assumptions, statements regarding plans, objectives and expectations with respect to future operations, capital expenditures, synergies, products and services, and statements regarding future performance. Forward-looking statements are statements that are not historical facts and are generally identified by the words “expects,” “anticipates,” “believes,” “intends,” “estimates” and similar expressions.

Although Iberdrola, S.A. believes that the expectations reflected in such forward-looking statements are reasonable, investors and holders of Iberdrola, S.A. shares are cautioned that forward-looking information and statements are subject to various risks and uncertainties, many of which are difficult to predict and generally beyond the control of Iberdrola, S.A., that could cause actual results and developments to differ materially from those expressed in, or implied or projected by, the forward-looking information and statements. These risks and uncertainties include those discussed or identified in the documents sent by Iberdrola, S.A. to the Spanish Comisión Nacional del Mercado de Valores, which are accessible to the public.

Forward-looking statements are not guarantees of future performance. They have not been reviewed by the auditors of Iberdrola, S.A. You are cautioned not to place undue reliance on the forward-looking statements, which speak only as of the date they were made. All subsequent oral or written forward-looking statements attributable to Iberdrola, S.A. or any of its members, directors, officers, employees or any persons acting on its behalf are expressly qualified in their entirety by the cautionary statement above. All forward-looking statements included herein are based on information available to Iberdrola, S.A. on the date hereof. Except as required by applicable law, Iberdrola, S.A. does not undertake any obligation to publicly update or revise any forward-looking statements, whether as a result of new information, future events or otherwise.

This document also contains pro forma statements, estimates, projections and other forward looking statements as to the financial and operational data of the Iberdrola group on a combined basis, including the impact of anticipated investments and capital expenditures, Avangrid’s pending acquisition of PNM Resources Inc., as well as other potential unidentified acquisitions and transactions. In addition to the other statements made herein by way of disclaimer as to any estimates, projections and forward-looking statements, including as to the sources and exercises whereupon they are based, the reader is informed that Iberdrola, S.A. has not used or relied on any non-publicly disclosed information received by Iberdrola, S.A. or Avangrid from PNM Resources Inc. and the reader is further reminded that the merger and acquisition of PNM Resources Inc. by Avangrid is subject to regulatory approval from the New Mexico Public Regulation Commission and other customary conditions and there is no certainty that the merger will be consummated in its established terms and foreseen timetable or that it will be consummated at all.
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Cybersecurity Challenges

INCREASINGLY COMPLEX ECOSYSTEM AND THREAT LANDSCAPE

KEY CYBERSECURITY CHALLENGES

- Changing energy ecosystem & Legacy
  Decarbonization, Decentralization, Digitization

- Evolving attack surface
  M&A, New assets, Remote Working, Cloud, OT Digitization

- Rise of Cyberattacks worldwide
  Ransomware, Digital Fraud, Geopolitics

- Supply Chain attacks
  Solarwinds, Kaseya, Log4j

- Incipient and heterogeneous Regulation
  GDPR, NERC, NIS 2.0, CER, etc.

CYBERSECURITY GOALS

- Protecting our Critical Infrastructures
- Ensuring reliability and quality of energy supply
- Protecting our customer’s, employee’s and third parties’ personal data
- Ensuring integrity and confidentiality of financial and business information
- Protecting the company’s brand and reputation
- Enhancing systemic resilience
Enabling secure operations, innovation, and digitization in an increasingly complex ecosystem and threat landscape by embedding Cybersecurity within Business’ decisions and operations.

CYBERSECURITY IS INTRINSIC TO INNOVATION AND DIGITAL TRANSFORMATION

Governance
Cybersecurity Culture
Collaboration
Oversight & Assurance
Cyber Resilience
Proactive Risk Management

CYBERSECURITY STRATEGIC PILLARS
Cybersecurity Strategy and Governance Model

BUSINESS ACCOUNTABILITY, GLOBAL INTELLIGENCE AND INDEPENDENT OVERSIGHT

Board of Directors/ Audit & Risk Supervision Committee

Senior Management Committees

Cyber Security Committee

1st Line of Defence
- Digital Planning & IT
- Businesses
- Corporate Areas

2nd Line of Defence
- Risk & Assurance
- Corporate Cyber Security

3rd Line of Defence
- Internal Audit

Regulators
- Risk Ownership
- Implementation of Cyber Security Controls
- Incident Management & Business Continuity

External Audits
- Independent compliance assurance
- Assessment of framework effectiveness

Internal Use
Cybersecurity Strategy and Governance Model

INCREASING BUSINESS COMMITMENT AND DEDICATION OF RESOURCES

- BISOs nominated in each Business Area
- Cybersecurity risks and plans included in the Agenda of all Governance Bodies
- First Line of Defence Cybersecurity Office to coordinate technical projects globally
- Strengthened global incident coordination and threat intelligence by the CISO

Bar charts showing:
- **Budget**: 1.8x increase from 2020 to 2022
- **FTE**: 2x increase from 2020 to 2022
Cybersecurity Pillars

STRONG LEADERSHIP BY THE BUSINESSES AND CONTINUOUS INDEPENDENT CHALLENGE

<table>
<thead>
<tr>
<th>CYBERSECURITY CULTURE</th>
<th>INDEPENDENT CHALLENGE AND ASSURANCE</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Annual Hours of Cybersecurity Training</strong></td>
<td><strong>Annual Number of Cybersecurity Assessments</strong></td>
</tr>
<tr>
<td>2020: 11,350</td>
<td>2020: 1200</td>
</tr>
<tr>
<td>2021: 57,090</td>
<td>2021: 1,540</td>
</tr>
<tr>
<td>2025e: 63,000</td>
<td>2025e: 2,000</td>
</tr>
</tbody>
</table>

- STRONG LEADERSHIP BY THE BUSINESSES AND CONTINUOUS INDEPENDENT CHALLENGE
  - **5.6x** increase in Annual Hours of Cybersecurity Training from 2020 to 2025e
  - **1.7x** increase in Annual Number of Cybersecurity Assessments from 2020 to 2025e
Cybersecurity Pillars

ENHANCING SYSTEMIC CYBER RESILIENCE IN A HIGHLY INTERDEPENENT ECOSYSTEM

- Exchange of information and best practices
- Collective situational awareness and mutual aid
- Standardization and Security by Design
- Enhanced regulatory approaches