
Public WiFisPublic WiFis
When you're not the only one who connects

Sometimes we connect to WiFis that may not be as secure as we think. If 
someone with bad intentions and sufficient knowledge is connected to it they 

can intercept the traffic that is transmitted by this WiFi

Avoid accessing sites 
that require login 

(user and password).

Do not download 
any type of 

software when you 
are connected in 

this type of WiFis.

If you have to make 
economic transactions 
or online purchases, 
better use 3G / 4G.

If possible, use a 
VPN. A secure 

connection will be 
created so that all 

the information 
sent and received 
will be encrypted.

Remember to 
disable the Wi-Fi 
option of your 
devices when you are 
not using it.
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If you are going to connect to this type of WiFis,
do so in a secure manner:

Taking care of your data

https://www.iberdrola.com/home
https://www.iberdrola.com/top-stories/technology/safe-browsing-free-wifi

