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Many services offer the option of consulting invoices online, which cybercriminals 
know and use all kinds of techniques (false calls, emails ...) to get access to 

users' accounts and obtain an monetary return. 

Do not let them fool you and follow our advice: 

01 
If you receive an invoice by mail, 
check the sender's address and be 
careful with the links and 
attachments. 

02 
It is safer to consult it by accessing 
the portals or official
applications directly. 

03 
Take care of your access codes
and do not share them with 
anyone. 

04 
Remember that no organization will
request your passwords or any
other confidential information  
(verification code, bank details ...) 
through instant messaging, email, SMS 
or phone call. 

05 
Periodically review your data and 
movements and if you detect 
something suspicious, contact the 
corresponding service company. 

Taking care of your data 
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