
Cybersecurity incident point of contact for suppliers

The supplier shall report incidents to the Iberdrola global 
incident response centre (24/7):

(+34) 944 664 405 Click here

It is important to report as soon as possible

Suppliers must notify Iberdrola immediately of 
any cybersecurity incidents they detect



Late notification of an incident can have serious 
consequences and may result in penalties

Cybersecurity is everyone’s responsibility

Who is responsible for cybersecurity? 



Cybersecurity is a global challenge and 
a shared responsibility

Impact on activities

Certain business activities may be affected 

or paralysed



Additionally, if the supplier determines that the 
incident may impact an active service at Iberdrola, 
it must notify the person responsible for the 
affected service

Contractual clauses

Contracts include the obligation to report any incident 
affecting the systems, failure to do so being a breach 
of contract, including the responsibility to report 
incidents affecting subcontractors that the supplier is 
using to provide Iberdrola with the contracted service

Remember

A cyber-attack or human error can hace serious consequences for 
your company and customers

mailto:Cyberincident-report@iberdrola.com

